
2024 Tech Survey
Cyber Liability Insurance Renewal



16. Do you use 2-factor authentication to secure all 
remote access to your network, including any  
remote desktop connections?



17. Do you use 2-factor authentication to secure 
remote access to your emails accounts?



18.Do you use Endpoint Detection and Response 
(EDR) or a Next-Generation Antivirus 
(NGAV)software (e.g., CrowdStrike, Cylance, 
Carbon Black) to secure all system endpoints?



19.If you do use an Endpoint Detection and 
Response (EDR) or a Next-Generation 
Antivirus(NGAV) software, please provide the 
name of your provider. 



20.Do you use an email filtering solution 
designed to prevent phishing or ransomware 
attacks (inaddition to any filtering 
solution(s) provided by your email provider)?



21.If you do use Email Filtering Software, 
please provide the name of your filtering 
solutionprovider.



25.Do all employees with financial or 
accounting responsibilities at your church or 
school complete social engineering training 
which is manipulation techniques to gain 
private information, access, or valuables? 



Security Training Links
• CMGConnect https://desmoines.cmgconnect.org/accounts#

• Knowbe4 https://www.knowbe4.com/homecourse

• CISA https://www.youtube.com/@cisagov

https://desmoines.cmgconnect.org/accounts
https://www.knowbe4.com/homecourse
https://www.youtube.com/@cisagov


Diocesan Email
• All current and retired priests have a “dmdiocese.org” email account.

• All current deacons have a “dmdiocese.org” email account.

• We will be setting up  “dmdiocese.org” email accounts for all business managers.
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